¥ astha.wisinski@gmail.com

e 258-085-3517

Q 8063 Regency Drive,
Pleasanton, CA 94588

Education

Bachelor of Science in

Cyber Security at Columbia
University, New York, NY

Aug 2014 - May 2018

| earned my Bachelor of Science
in Cyber Security. | putin a lot
of extra effort to make sure that |
understood the material and did
well in all of my classes.

Links

linkedin.com/in/asthawisinski

Skills
Cyber security

Information security

Computer security

Internet security

Blockchain security

Cloud Security

Application Security

Languages
English

Mandarin

Astha WisinsKki

Cyber Security

Profile

I have over 4 years of experience in the field of cyber security and | am looking to
put my skills and knowledge to use in a new position. | have a strong background
in managing security systems, investigating breaches, and protecting sensitive
data. | am knowledgeable in multiple areas of information technology, including
networking, server administration, and virtualization. In addition to my technical
skills, | also possess excellent communication and interpersonal skills that allow
me to effectively collaborate with team members.

Employment History

Security Analyst at Kaspersky Lab - Virginia
Apr 2022 - Present
» Reduced the number of cyber-attacks by 76% over a 3-year period.
» Developed and implemented new security protocols that increased data
protection by 92%.
* Successfully navigated critical systems through 15 sophisticated malware
attacks.
 Created training materials on cybersecurity best practices used by other
departments in the company.
» Collaborated with IT team to roll out end-to-end encryption for all customer
data.
* Received industry recognition for work in developing innovative cybersecurity
solutions.

Security Engineer at Symantec Corporation - California
Sep 2018 - Mar 2022
 Successfully installed intrusion detection system that monitored and detected
all unusual or unauthorized activity within the company's network - this
prevented a potential data breach and saved the company thousands of
dollars.
» Created a comprehensive cyber security plan that was implemented across the
entire organization, resulting in increased protection against online threats.
 Carried out regular penetration testing to find vulnerabilities in the network
before hackers could exploit them.
* Successfully thwarted multiple DDoS attacks on client websites, keeping them
online and ensuring business continuity.
» Responded quickly to new security threats as they arose, mitigating any
damage caused by viruses or other malicious software.

Certificates

CompTIA Security+ (SY0-501)
Apr 2021

Certified Information Systems Auditor (CISA)
Mar 2018
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